＜別紙１＞

**情報セキュリティに関する特記事項**

（基本的事項）

第１　乙は、福井県情報セキュリティポリシーおよび以下の事項を遵守するとともに、個人情報および業務上知り得た情報について守秘義務を負う。

（作業場所の特定）

第２　乙は、業務の実施に当たり、作業場所を特定し、情報の紛失や外部への漏えいを防止できる環境で行わなければならない。また、特定した場所以外への情報の無断持ち出しおよび外部送信を行ってはならない。

２　個人情報および甲が機密を要する旨を指定して提示した情報（以下、「機密情報」という。）を取り扱う場合、作業場所は甲が指定した甲の施設内で行うものとする。ただし、作業の特性上、乙の施設内で作業を行わなければならない場合は、作業場所・作業に使用する機器・作業責任者および作業場所までの機密情報の搬送方法をあらかじめ甲に提出し承認を得なければならない。

（甲の施設内での作業時における事項）

第３　乙が甲の施設内で作業を行う時は、福井県庁舎等管理規則を遵守しなければならない。

２　機密情報を取り扱う作業を行う場合、乙が使用する端末および記録媒体等は甲が貸与するものとし、乙はこれらを持ち込んではならない。ただし、乙が事前申請し甲が承認したものについてはこの限りではない。

３　乙は、甲の施設内で作業を行う場合、次の事項を遵守しなければならない。

（１）　乙は、作業者および作業範囲等を明らかにした作業計画書を提出しなければならない。

（２）　乙は、作業時に名札等を着用し、身分を明確に提示しなければならない。

（３）　乙の発行する身分証明書を携帯し、甲の指示があった場合にはこれを提示しなければならない。

（４）　その他、甲から指示がある場合はこれに従わなければならない。

（緊急時対応）

第４　乙は、情報漏えい、滅失その他業務の遂行に支障が生じるおそれがある事故の発生を知ったとき、または生じるおそれのあることを知ったときは、速やかに甲に報告し、甲の指示に従うものとする。

２　乙は、緊急時報告の手順を定めるとともに、甲に緊急時の連絡先を提出しなければならない。

（作業者IDおよびパスワード）

第５　乙は、次の各号に掲げる事項に留意して作業者IDおよびパスワードを取り扱わなければならない。

（１）　作業者IDおよびパスワードを他の者に使用されないよう、厳重に管理すること。

（２）　作業者IDによるアクセスは必要最小限とすること。

（目的外使用の禁止）

第６　乙は、業務にかかる資料、情報および情報資産のうち、甲から提供されたものおよびそれに基づき乙が作成したもの（以下、「関係資料」という。）を、甲の承認なく業務遂行以外の目的に使用してはならない。

（複写および複製の禁止）

第７　乙は、関係資料を甲の承認なく複写および複製してはならない。

（情報資産の返還）

第８　乙は、業務終了後、関係資料のうち甲から提供されたものについては返還しなければならない。

（情報資産の廃棄）

第９　乙は、業務終了後、関係資料のうち成果物を除く乙が作成したものについては、速やかに廃棄しなければならない。

２　前項の廃棄を行う場合、乙は情報の復元ができないよう完全に消去するなど適切に処理しなければならない。

３　乙は、第１項の廃棄を行った場合は、廃棄を行った日時、担当者名および廃棄の内容を記録し、これを証明する書面を甲に対して提出しなければならない。

（実地調査および指示等）

第１０　甲は、必要があると認める場合には、乙の作業場所の実地調査を含む乙の作業状況の調査および業務の実施に係る乙に対する指示を行うことができるものとする。

２　乙は、前項の規定に基づき、甲から作業状況調査の実施要求または業務実施に係る指示があった場合は、これらの要求または指示に従わなければならない。

（再委託先および再々委託先への適用）

第１１　乙が業務を再委託または再々委託する場合、この｢情報セキュリティに関する特記事項｣は、再委託先および再々委託先に適用されるものとする。

２　再委託先および再々委託先における情報セキュリティに関する責任は、乙が負うものとする。